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tThe year 2010 witnessed the Bank’s progress in IT development while securing a safe, stable 

and efficient operation. And the Bank has also laid a solid foundation for the implementation of 

its IT development plans for the Twelfth Five-Year Plan Period.

I. New Generation Business System (Phase II) put into operation. This system covers front, 

middle and back desk businesses, and management functions from customer service, risk management, 

disbursement and settlement, and all the way to decision-making analysis. It enables a unified credit-line 

and credit authorization of all types of loan businesses. In addition, it can provide a unified customer 

interface, integrate the Bank’s business data, enhance business management, analysis and decision-

making, and strengthen risk prevention and control. As a result, the system served as a strong technical 

basis for improving business procedures, accelerating financial innovations, refining accounting and 

performance management, and upgrading service level.

II. Efforts made to further reinforce the construction of IT infrastructure and application systems.

The Bank upgraded the office automation system and the video conference system, completed the monitor 

& management platform of the network and the server, and updated the maintenance system. In addition, 

the Bank upgraded application systems such as the real assets management system, the foreign capital 

system (phase III) and e-commerce applications. Work efficiency has been greatly enhanced.

III. Measures taken to ensure safe, stable and efficient operation of the network and the information 

system. The Bank introduced a maintenance mechanism to back up its New Generation Business System. 

This maintenance system can effectively control risks and ensure a safe, stable and efficient operation. 

In addition, the Bank launched Mocha Monitoring Platform to realize real-time monitoring of the network 

equipments, and to ensure the smooth operation of the Bank’s information systems and networks. 

Information during the important time periods of Expo 2010 Shanghai and Guangzhou Asian Games 

was thus safeguarded. The Bank also completed the security baseline program for its business network, 

and for the first time, put forward a Definition and Recommendation Booklet of the configurations of 5 

IT safety components, namely the operating system, database, middleware, network equipment and 

security products. In addition, bank-wide emergency drills against computer-related emergencies were 

organized to improve emergency management. Hack check-ups were also taken to scan system flaws and 

intrusion, so as to prevent potential faults. All these measures enhanced the Bank’s information safety 

management.


